Completing Certificate and KeyStore Setup (Windows)

Import your personal .pem file into Anaplan

In this portion you will need to perform an import of your .pem file that was created using the
Key Tool. If you haven’t already open your .pem file located in C:\certificate\"your name”.pem.
It should look similar to the below screen shot. The final two tasks required to complete your
setup is to import the PEM into your Anaplan Tenant, which will register the certificate for use
with Data Integration tasks and your original .p12 certificate setup in your chosen web
browser(s).
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1. Open your Anaplan Workspace. In the upper left corner expand the hamburger menu
and select “Administration”
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2. From here select the certificates option from the menu and then click the “Add
Certificates” button in the upper right. Browse to c:\certificate folder and select your .pem
file and click “Import Certificates”. Your cert will be loaded and will appear in this section
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Import your .cer file into your default web browser

For this example | am going to use Mozilla Firefox, depending on your browser of choice the
steps may vary however the process should be largely the same.

1. Inyour browser select “Options” from the tools menu then select “Privacy and Security”.
2. Scroll down until you reach the “Certificates” section then choose “View Certificates”
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When a server requests your personal certificate

Select one automatically

® Askyou every time

¢ Query OCSP responder servers to confirm the current validity of View Certificates...

3. Select “Your Certificates” in the top tab and choose “Import”. Click browse and navigate
to the location of your certificate that is in .p12 format, select it and perform the import.

4. Enter the certificate password and click OK. Your window should now look like the
example below:
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5. Once both steps have been completed you will be able to use the new digital certificate
for authentication in conjunction with Anaplan Connect 1.4.
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