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USB Storage Exclusion For Low Disk Alarms 

(Ver A) 

The Ver A labeled solution defines a monitor set that will test Windows OS % free space for drive letters C: 
- I:.  Import the monitor set and agent procedure included in this solution package. 
 
Import all items from System – Import Center.  The File to import is  
PS__USB_Storage_Alarm_Exclusion.xml. 
 
In the Agent Procedure Module in the Shared – Import Center folder: 
 PS-External USB Drives Exclusion (Rev A) 

 PS-USB Flash Drive Exclusion (Rev B) 

 

In the Monitor Module in the AutoExchange – PS-LowDisk folder:  
PS-Low Disk less than 10% (Ver A. Multiple Drives)  
PS-Low Disk less than 10% (Ver B. All Drives) 

 
Ver A will exclude all USB storage devices.  This includes USB Flash Drives and USB External Hard Drives. 

Monitor Set 

Assign imported Monitor Set to Windows OS endpoint.  Set alarm notification to Run Script and point to 
the imported agent procedure.   

 
Monitor Set will check for drive letters C: through I: for % Free Space less than 10%.  Modify the alarm 
threshold or add new drive letter instance if necessary.   
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Agent Procedure 

The agent procedure leverages variables from the Alarm.  The alarm properties allows to check individual alarms, 
whether the drive letter is a USB storage then act accordingly. 
The PowerShell script to test whether a drive is a USB storage device. 
try {(Get-Partition -ErrorAction SilentlyContinue -DiskNumber (Get-Disk | Where-Object -FilterScript {$_.Bustype -Eq 'USB'}).Number).DriveLetter} catch 

{'NO USB DRIVE DETECTED'} 

 

USB Storage Exclusion For Low Disk Alarms 

(Ver B) 

Monitor Set 

Ver B will monitor *ALL drive letters with the prerequisite that an Update List by Scan was performed at 
the endpoint.  The Enable Matching option will leverage the drive letter instances discovered. 
 

 
 

Agent Procedure 

Agent Procedure checks for each drive letter for each alarm instance.  Without an Update List by Scan 
the LogObject name will be blank.  It will cause the logic to check for the drive letter to fail. 
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To add more drive letters to the agent procedure, repeat the line 13 and 14 replacing the C: with the next 
letter. 
 


	USB Storage Exclusion For Low Disk Alarms (Ver A)
	Monitor Set
	Agent Procedure

	USB Storage Exclusion For Low Disk Alarms (Ver B)
	Monitor Set
	Agent Procedure


