
SBG3300 L2TP VPN for Smart Phone (iOS) 

Scenario: 

 

Step By Step Procedure: 
SBG3300 

Step 1: Let SBG3300 get WAN IP which can reached by Smart Phone. 

 

Step 2: VPN > IPSec VPN > Setup > “Default_L2TPVPN” > “Edit”. (Enable VPN configuration) 

 



Step 3: Select “Enable” and fill in the Pre-Shared Key (e.g. 12345678) > “Apply”. 

 

 

 

 

 

 

 



Step 4: VPN > L2TP VPN > Setup > L2TP Setup > Select “Enable” > “Apply”. (Enable L2TP VPN) 

 

Smart Phone (iOS) 

Step 1: “Setting” > “General” > “VPN” > “Add VPN Configuration”. 

 



 

 



 

Step 2: Configure the required information.  

Description: A name for the VPN configuration 

Server: The VPN peer Gateway address 

Account: L2TP account which according to SBG3300 local database (admin) 

Password: L2TP account password which according to SBG3300 local database (1234) 

Secret: SBG3300 VPN tunnel Pre-shared Key (12345678) 

 



The Smart Phone (iOS) will try to connect to L2TP VPN automatically once the VPN configuration has been saved. 

 

When L2TP VPN tunnel has been connected, the smart phone will show the VPN status on VPN configuration page. 

 



Click the “Status” to check the VPN status 

 

You can also turn on/off VPN configuration on “Setting”. 

 



When VPN tunnel has been established, smart phone will display a “VPN” symbol on top information bar. 

 


